**Противодействие телефонным мошенникам**

Ежегодно увеличивается количество случаев совершения телефонных мошенничеств.

Злоумышленники, как правило, в целях завладения деньгами граждан придумывают новые схемы обмана и используют различные средства связи. Именно благодаря доверчивости граждан в большинстве случаев мошенники достигают своих преступных целей.

Необходимо запомнить и быть готовым к тому, что мошенники используют следующие ситуации:

- звонки от имени сотрудников правоохранительных органов о том, что родственники попали в различные сложные ситуации (в ДТП, в полицию, в больницу и т.п.), в связи с этим для «решения» вопроса требуют передать денежные средства;

- звонки о намерении приобрести какое-либо имущество, размещенное на различных интернет-сайтах гражданами в объявлениях о продаже. В таких случаях мошенники просят продиктовать номер банковской карты, а также различные коды доступа для перечисления аванса за товар;

- звонки от имени сотрудников банков о хакерской атаке на счета клиентов и необходимости провести ряд операций для сохранности денежных средств на расчетных счетах;

- звонки о намерении приобрести какое-либо имущество, размещенное на различных интернет-сайтах гражданами в объявлениях о продаже. В таких случаях мошенники просят продиктовать номер банковской карты, а также различные коды доступа для перечисления аванса за товар;

- смс-сообщения от имени кредитных учреждений о блокировке банковской карты с предложением временно перечислить деньги на другие счета для их сохранности;

- смс-сообщения либо звонки об имеющейся (якобы) задолженности по кредитам, которые необходимо погасить;

- смс-сообщения либо звонки о каком-либо выигрыше (суммы денег, автомобиля, телефона и т.п.), для получения которого необходимо перечислить денежные средства либо сообщить данные карты и коды доступа.

И это далеко не полный перечень приемов и способов телефонных мошенников. К примеру, гражданам поступают звонки от «лжесотрудников» пенсионных служб о перечислении различных пособий, для получения которых необходимо продиктовать номер банковской карты, а также коды доступа к ним.

В этой связи будьте внимательны, не попадайтесь на уловки мошенников! Самостоятельно перепроверяйте полученную информацию путем обращения в банк. Если Вас ввели в заблуждение и похитили денежные средства, незамедлительно обращайтесь в полицию.